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ABSTRACT:  

The rapid growth of the Internet together with the proliferation of mobile computing devices such as laptops, and 
Personal Digital Assistants (PDAs), has led to a brisk increase in the use of wireless technologies for the LAN 
environment. The quick access to the information involves not only new opportunities for the investors, but a 
challenge for the research community in order to provide suitable means for the communications to occur without 
restrictions. Performance of the wireless communication one the most important factor to study. In this paper we 
analysis the factor that effect the throughput of the system both with the UDP and TCP which may be used to 
enhance the speed and reliability of the wireless networking in an organization without any change in the 
infrastructure and also there is no need of any additional Cost thus make the system cheap to perform well.  
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1. INTRODUCTION  

Wireless networking has experienced fast development in the last few years. A large number of handhelds, portables, and 
mobile phones have become implanted with wireless communication capabilities [1]. As a result of this, very small 
computer devices with wireless communication capabilities will soon be embedded in almost every product. The mobility 
and the freedom offered by these wireless devices allow users to remain connected to their enterprise networks, while on 
the move [2]. Modern Wireless Local Area Networks (WLANs) with relatively high data rates have become an attractive 
technology for providing Internet connectivity for mobile users. Professional  
Deployment of WLANs requires the capability to broaden the coverage without the need to deploy a costly infrastructure. 
Ad-hoc based wireless networks are an attractive solution for this problem. A wireless Ad-hoc network can be considered 
as a group of wireless devices with radio frequency connectivity that assists each other in transmission of data packets 
within the network. Data traffic flows over one or more paths between succeeding nodes to reach its destination, making 
wireless Ad-hoc networks similar to the structure of the Internet [3]. In a wireless Ad-hoc environment, a network can be 
seen as a collection of end systems that are free to move randomly while maintaining a reliable connection. This kind of 
network requires no centralized administration or fixed network infrastructure, and can be easily and inexpensively 
deployed as needed. Ad-hoc wireless networks have recently received a lot of attention. This is mainly due to their 
potential to support a variety of applications without the need for a fixed infrastructure. Some of the applications where 
such networks can be usefully deployed are military applications, emergency, search and rescue applications, university 
campuses, conferences, and hospitals. A key advantage of Ad-hoc networks over conventional WLAN configurations is 
that Ad-hoc networks have no single point of failure [5]. 
Most modern networks are based on pre-established relationships between clients and service providers. In most cases, the 
movement of users from their established environment may cause various difficulties and problems. To overcome some of 
these difficulties, wireless Ad-hoc networks provide a number of solutions. The first of these relates to ease and simplicity. 
zA node, which is capable of reaching one or more available neighbouring nodes, can be added easily to the network. 
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Secondly, wireless Ad-hoc networks allow the users to overcome geographical and location limitations. This is due to the 
fact that all nodes in the network can provide connectivity as opposed to a single access point. Scalability is also an 
advantage as Ad-hoc networks are robust and can be easily scaled up. Finally, wireless Ad-hoc networks offer a significant 
cost saving, as the existing environment does not have to be modified drastically to accommodate the addition of nodes to 
the existing and evolving network [4]. 

2. EXPERIMENTAL SETUP 

The experimental Ad-hoc network consists of five network nodes deployed in the range of     100* 100 m in the Campus. 
The nodes are distributed at different Location. Figure 3-1 shows the locations of the nodes. The approximate distance in 
meters between each pair of nodes is shown in Table 3-1. The PCs called node1 to node5, are off the shelf Windows XP 
machines with 512 Mb of RAM. They are all equipped with IEEE 802.11b (DLink Air plus DWL-520) compatible 
wireless network cards. The physical layer used in this experiment is Direct Sequence Spread Spectrum (DSSS). All the 
System are Assigned IP address Manually. These IP address are 192.138.0.1-5 no subnetting is used. Node 1 and node 5 
are directly connected with the Internet through Universal NIC. Internet is shared with the other computer through these 
two systems. 
 

 

 
 
 

Fig 2: Layout of the network  

 

Node Node5 Node4 Node3 Node2 Node1 

Node1 80 60 40 20 --- 

Node2 60 40 30 --- 20 

Node3 20 30 --- 30 40 

Node4 20 ---- 30 40 60 

Node5 --- 20 20 60 80 

 
 

Table 2 : Approximate (Meter) Distance between the different Nodes 
 

2.1  ROUTING PROTOCOL 

The routing between the nodes in the network is based on Ad-hoc on demand Distance Vector routing protocol using 
WinAODV  Software version 0.1.14 for Windows XP. Figure 3-2 shows a snapshot of the WinAODV interface. This 
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software is developed by researchers from Intel  Corporation [9]. With this software, the IP address 192.138.0.254 is 
reserved for the gateways. Node 1 and Node 5 are set as Internet Gateways and node 2, node 3 and node 4 are set as Client 
and Internet Access. Each Node having its own routing table and having the information regarding the neighbouring nodes. 
Snapshot of WINADOV is shown below: 
 

 

Fig 2.1 Snapshot of WinAODV 

 

3. RESULTS AND ANALYSIS  

 

3.1 PERFORMANCE MEASUREMENT AND MATRICES 
 
Packet Size is one of the most important factors in order to optimize the performance in wireless communications. Large 
packets are mostly not acceptable as compare to the smaller packet due to bit errors. On the other hand small packet 
increase the complexity of the systems and thus they may increase the loss of data so it is very important to find the 
optimizes size of the packet where we can collect the maximum throughput of the wireless communication. In this section 
we tried to find the optimum size of the packet which can be use throughout the research.  
Packet size is investigated by considering the two scenario i.e  first and fifth in which node2 sends TCP or UDP traffic to 
node4. This is done to check the effect of changing the transport layer protocol on the performance of Ad-hoc networks. 
The packet size ranges from just 100 bytes up to 2000 bytes. Each test is repeated 30 times due to variations in obtained 
results. The results of this experiment are summarized in Figure below.  
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Figure 3.1:  Variation of average throughput with respect to change in packet Size 
 

The graphs in this figure show that the throughput first attains a maximum at around 1470 bytes which corresponds to 
MTU of 1500 bytes,. Similarly to the physical experiments, it is noticeable that there is a sharp decrease in throughput once 
packet size reaches 1460 bytes. This can be explained by noting that MTU value for IEEE 802.11b is 1500 bytes. Once the 
packet size exceeds 1460 bytes the network layer starts to fragment the packets in order to optimize the performance. 
Packet fragmentation reduces system throughput due to the overhead in each packet 
 
 
3.2 THROUGHPUT MEASUREMENT 
This section provides throughput measurements and outlines the analysis performed on the previously described scenarios. 
The average throughput at node2 for the first, second, third and forth scenarios. The TCP packet size is set to 1460 bytes. 
Summery of the analysis is shown in table below 
 
 

 
 
 
 
 

 
 
 
 
 
 

Table 3.29(a):  Average throughput Variation with respect to variation in packet Size (TCP) 
 

 
 
 
 
 
 
 
 

 
 

Table 3.2(b):  Average throughput Variation with respect to variation in packet Size (UDP) 
 

Scenario Average Throughput 

First 5.36 

Second 3.15 

Third 1.86 

  

Fourth 1.02 

Scenario Average Throughput 

Fifth 6.85 

Six 4.55 

Seven 3.69 

Eighth  2.96 
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Figure 3: Comparison of TCP and UDP Average throughput 

 
By comparing the values in Table 3-4 and Table 3-5, it is noticeable that when nodes use TCP protocol, the throughput is 
lower compared to when they use UDP. This is possibly due to a number of reasons: 
• The UDP header is shorter by 12 bytes than the TCP header. 
• TCP’s acknowledgments share the same shared medium as the data which introduces additional traffic. 
• TCP does not deal very well with lost packets in wireless environments. 
Considering all these facts, it is not a surprise that UDP outperforms TCP by achieving a better maximum throughput. 
 
4. SUMMERY   
 Performance of Wireless network depend upon many factor but packet size, throughput round delay are some of the 
important factor which studied in this paper. Further it is observed that with increase in packet size the through put of the 
system increases directly. It is further observed that UDP shows better performance as compared to the TCP but upto a 
limit i.e 1460 size then get get decreased it may be due the splitting or fragmentation of the packet. In future other factors 
may also be study to measured the performance of the networking like round delay or packet loss in order to find the 
overall performance of the networking. 
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